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Introduction

This document will explain how to install the ClaimsManager interface software into VistA. It will also
explain some of the settings that need to be made in the ClaimsManager Monitor process. The Monitor
process handles all TCP/IP communications with VistA.

There are two main partsto thisinstallation. First, you must install and configure the ClaimsM anager
application. Second, you must install and configure the interface software which resides on VistA.

Installation Guide — ClaimsManager™ Interface Page 5 of 26






Requirements

ClaimsManager ™

It is assumed that the ClaimsManager server is completely set-up. This means that the server is running,
the ClaimsManager application has been installed, and the server is physically connected to the network
such that it is accessible to the VistA server through network connections over TCP/IP. Itisaso
assumed that the reader can log into ClaimsManager.

The TCP/IP address of the ClaimsManager server must be known. This addressisin the format of four
numbers separated by periods. Each number can be between 0 and 255. For example, 1.160.15.240
could be a TCP/IP address.

It is also assumed that the reader has read the Ingenix document entitled, “ Rule Process Monitor Setup &
Configuration.” This document describesin detail the ClaimsManager Monitor Process and the Ingenix
Event Manager services. Of course, it has no information about the specific configuration needed for the
interface with VistA.

VistA

Hereisthelist of required VistA patches that must be installed before the ClaimsManager Interface
software can beinstalled. If one or more of these patches has not been installed yet, then you may still
configure the ClaimsManager Monitor process, but you will not be able to install or use the
ClaimsManager Interface software.

Required Builds

| B*2. 0*128
| B*2. 0* 137
| B*2. 0*151
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Installation Overview

As previously indicated, there are 2 main parts to this installation — the ClaimsManager part and the
VistA part. These do not need to be performed at the same time, but both must be done before the
interface will work. This section of the document will simply list all of the stepsinvolved in the
installation of both the ClaimsManager part and the VistA part.

ClaimsManager ™

Step 1. Stop the Ingenix Event Manager services (if they are running)

Step 2: Configure the ClaimsManager Monitor Process'

Step 3. Re-start the Ingenix Event Manager services

Step 4. Turn off the Referring Provider edits (REF) within ClaimsManager
Step 5: Define the User Defined Fields

A note regarding ClaimsManager Step 2 — Configuring the Monitor process:

This step only needs to be done once, not each time that the ClaimsManager client isinstalled on a
workstation. The ClamsManager Monitor process runs on the server. It needsto be configured after
ClaimsManager isinstalled on the server.

VistA

Step 1. Install the KIDSfile

Step 2: Build the ClaimsManager NPT file and the Payor file

Step 3. Import these two files into ClaimsM anager

Step 4. Add the Assign ClaimsManager Bill option to selected user’ s menus

Step 5: Modify the IB Site Parameters file to include the ClaimsManager information
Step 6: Identify appropriate users and allocate the ClaimsManager security keys
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Installation Detall

ClaimsManager ™ Step 1 — Stop Services
Stop the Ingenix Event Manager services (if they are running)

It is necessary to stop these services prior to making any changes to the Monitor process. This can be
done from the Windows Control Panel — Servicesicon. To seeif the Ingenix Event Manager services
are running and to stop them, go to Start — Settings — Control Panel. Double-click on the Services
icon and look for the Ingenix Event Manager service. See Figure 1 below.

T |
Service Statuz Startup
Computer Browser Started Autamatic :__]
DHCP Client Started Automatic Start
Directory Aeplicator I arwal

Butamatic Stop

Automatic 3

EwentLog Started
Iy genix Event Manager (MONITORT] Started
License Logging Service Started Automatic
M ezzenger Started Automatic
Met Logan Started Automnatic

MNetwork DDE b aral S

MNetwork DDE DSDM Manual =] _“___‘______J
Hw Profiles.. i

Startup Parameters:

| Help 1

Figure 1

;L

If the Status of the Ingenix Event Manager is Started, then highlight it and click Stop to stop it.
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ClaimsManager ™ Step 2 — The Monitor
Configure the ClaimsManager Monitor Process

Log into ClaimsManager. Click the “+” sign next to Monitor and the “+” sign next to View. Double-
click on the Settings. Figures 2 and 3 below are ClaimsManager screens.

== =

COMFIDEMTIALITY AMD USE MOTICE

Claimzkd anager iz intellectual and proprietary property of
Ingeniz. Inc.. and may only be used in accordance with the
license agreement. Unautharized uze or dizsclosure of this
product may result in termination of pour licenze agreement.
Claimzkd anager iz a trademark of Ingenix, Inc. Copyright
<C> 19593 by Ingenix, Inc. ALL RIGHTS RESERVED

CPT five-digit codes, descriptionz, and other CPT
Information only are copyright 1993 American kMedical
ASezociation [Bkd) All Rights R eserved.

1D Izagree

Figure 2

BECM3.0: cmar
Wiew Help

+]- Fules Creation Manager
- Security

Clairnzh anager

- Knowledoe Base

[+l Utilities

Feady

Figure 3
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Figure 4. Thiswill bring you to the Monitor Settings and the Properties tab should be displayed. For the
purposes of the VistA — ClaimsManager Interface, it is required to configure one monitor process and
several connection processes.

Make sure that the Monitor Path is correct and, most importantly, enter the |P address of the
ClaimsManager server. Inthe below example, this P addressis 10.17.1.234 which is defined as an
internal IP address — one that is only valid within a private network of computers. Whatever is entered
here should also be entered into VistA so the two systems can communicate.

The following figure is a ClaamsManager screen.

B Monitor: cmgr [_ |5}

File “iew ‘wWindows Help

= Monitor Settings
=-MONITOR
- Connection] <= Add | Im
- Conmection2
- Conhection3
- Connectiond
- Connections

Properties I anitar Logl Fules Enginel Fules Engite Log

Connechiont tanitor Mame: IMDNITDFH
i Connection?
‘- Connectiond td onitor Path: |D:\EMSewer\cmgr
Monitor Cantral Part: [10000 DHS name er
onitor Control Port: IP sddress: |1D.1?.1.234
Inbound Bueue File Mame: Iinqueue. que
Ihbound Queue File Path: ID:\EMServer\cmgr\MDNITDFH_InQueue L. |
Beorganize interval: |1IJD
I™ Reorganize by time Eresrgatiee b es IDD:DD it
Delete | Save | Undo Changes
Rieady o
Figure 4
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Figure 5. Inthe Monitor Log tab of the Monitor Settings, you can define the name and location of the
ClaimsManager Monitor Log file. You can also determine which options you can check for
informational logging purposes. Unless you are troubleshooting a specific problem, most of these check
boxes can be cleared. It isagood ideato leave the checks next to Warning and TCP/IP. ClaimsManager
will automatically record these types of transactionsin the log file and this can be used for support and
troubleshooting purposes.

The following figure is a ClaamsManager screen.

E Monitor: cmgr

File “iew ‘#indows Help

= Monitor Settings
=- MOMITORA

- Conmection1 <= Add | lm
- Conmection2
- Connection3
Connectiond
Connection
Connectionf Log File Marne: Imonitor.log
Connection?
- Connectiond Log File Bath: |D:4CMServertomarMONITOR1_logs

Properties  Monitor Log | Fules Engine I Fules Engine Log I

—Laog File Optians
¥ “waming [~ Debug [~ Debugk
[ Generdl Info [ | TCRAP [ Debug?
[ Trace Info [ Debug 2 [~ Debugg
I™ Detailed Info ™ Debug 4 " Debug3d

[~ Statistics [~ Debugh

Delete | Undo Changes

Ready rrr

Figure5
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Figure 6. This section deals with configuring the Connection processes. Ingenix hasindicated that three
of the Connections should be defined for internal ClaimsManager purposes. The remaining connections
are used to receive and send datato and from VistA. It isthese connections that will be discussed here.
In the below example, Connections 1 through 3 are not being used for the interface purposes.
Connections 4 through 8 are being used for the interface. Therefore, we have defined five specific port
numbers through which data can be transmitted using TCP/IP.

Asamatter of convention, the listen port number used for each connection is 100n0, where n represents
the connection number. For example, Connection 5 uses listen port number 10050, Connection 6 uses
listen port number 10060, and so forth. Each connection must have a unique listen port number.

For the interface to function correctly, it isimportant that all connections which will be used for the
interface be configured the same. The Default Result Type must be “Results’. There must be a check
next to “Return Deleted Claims’ and next to “Return All Results’. The check boxes next to “GUI
Connection” and “Build Claims’ must be cleared. All other fields may accept the defaults.

The following figure is a ClaamsManager screen.

‘:‘g Monitor: cmar

File  Wiew ‘wWindows Help

= Monitor Settings
= MOMITOR

- Connection IEonnectiDn 'I
- Cohnection?
- Cohnection3
- Connectiond
- Cohnectiond
™ " orinechiont Connection Mame: IED”HECHDHE [T GUI Connection

Praperties | Default Security D |

- Cohnection?
T s . _ [ BEuild Claims

QR Chor Lizten Port: I'I 0] =A]
¥ Retumn Deleted Claims

Default Besult Type: IHES"J'tS j‘ ¥ Retum All Besults

b ax Unreported Ermor Level:

—
—

Alternate Eror Lewel;

Alternate Error O peration: INDN E

Alternate Connection Mame:

Delete | Unda Chanhges

Ready T T

Figure 6
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ClaimsM anager ™ Step 3 — Start Services
Re-start the Ingenix Event Manager services

Thisisthe exact reverse of ClaimsManager Step 1. After the Monitor and Connections have been
configured, it is necessary to re-start the Ingenix Event Manager services. What you are doing hereis
telling ClaimsManager to start listening for TCP/IP messages from VistA on those port numbers that you
specified in ClaimsManager Step 2.

ClaimsManager ™ Step 4 — REF Edits
Turn off the Referring Provider edits (REF) within ClaimsM anager

Thisisan item that is specific to thisinterface project. At the present time, the VistA-ClaimsManager
interface is not sending any VistA referring provider information to ClaimsManager. The referring
provider fields are identified as optiona fields within the ClaimsManager interface. However,
ClaimsManager produces an error message whenever the referring provider information is not sent.
Therefore, it is necessary to turn the REF edit within ClaimsManager OFF.

Thisisan item that needs to be done with the assistance of the Ingenix training consultant.

ClaimsManager ™ Step 5— User Defined Fields
Define the User Defined Fields used in this interface within ClaimsManager

The following data elements have been included with the interface as user defined fields from the
ClaimsManager point of view. They are automatically included with every claims transmission to
ClaimsManager.

Isthis claim asensitiverecord? Y or N

Name of the VistA Coder

Name of the VistA Biller

Type of Insurance Plan Abbreviation (taken from VistA file# 355.1)

El O

Thisis an item that needs to be done with the assistance of the Ingenix training consultant.
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VistA Step 1 -KIDS
Install the KIDSfile

The ClaimsManager interface software has been assigned IB patch number 161. Therefore, the name of
the build is IB*2.0* 161.

Two Mail Group names are being released with this interface software. They are IBCI GENERAL
ERROR and IBCI COMMUNICATION ERROR. Theinstaler will be asked to enter the Coordinator
for these Mail Groups upon the installation of this interface software.

The installation of this KIDS file should be done in accordance with normal KIDS installation
procedures. Presented below is some text captured during a sample installation.

Sel ect Kernel Installation & Distribution System Option: Installation

<TEST ACCOUNT> 1 Load a Distribution

<TEST ACCOUNT> 2 Verify Checksuns in Transport d obal

<TEST ACCOUNT> 3 Print Transport G obal

<TEST ACCOUNT> 4 Conpare Transport G obal to Current System
<TEST ACCOUNT> 5 Backup a Transport d obal

<TEST ACCOUNT> 6 Install Package(s)

<TEST ACCOUNT> Restart Install of Package(s)

<TEST ACCOUNT> Unl oad a Distribution

<TEST ACCOUNT> Sel ect Installation Option: 6 |Install Package(s)
Sel ect | NSTALL NAME: | B*2.0*161 Loaded fromDistribution 4/17/02@3:44:21
=> J ai nsManager Interface, March "C' release ;Created on Mar 27, 2002@
This Distribution was | oaded on Apr 17, 2002@3: 44: 21 with header of
Cl ai neManager Interface, March "C' release ;Created on Mar 27, 2002@4: 00: 01
It consisted of the following Install(s):
1 B*2.0*161
Checking Install for Package |B*2.0*161
Install Questions for |B*2.0*161
Incom ng Files:

350.9 | B SI TE PARAMETERS (Partial Definition)
Note: You already have the 'I B SI TE PARAMETERS File.

351.9 CLAI MSMANAGER BI LLS

351.91 CLAI MSMANAGER STATUS (i ncl udi ng dat a)
I ncom ng Mail G oups:
Enter the Coordinator for Mail Goup 'IBCl GENERAL ERRCR :
Enter the Coordinator for Mail Goup 'IBC COVMIN CATI ON ERROR :
Want KIDS to Rebuild Menu Trees Upon Conpletion of Install? NO/
Wwant KIDS to INHIBIT LOGONs during the install? NO/
want to DI SABLE Schedul ed Options, Menu Options, and Protocol s? YES// YES
Enter options you wish to mark as "Qut O Oder': IB EDIT BILLING I NFO
Enter options you wish to nark as 'Qut OF Order':
Enter protocols you wish to mark as 'Qut O Order':
Delay Install (Mnutes): (0-60): 0//

Enter the Device you want to print the Install nessages.
You can queue the install by enter a 'Q at the device pronpt.
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Enter a '~ to abort the
DEVI CE: HOWE/ /

Install Started for 1B*2

install.

.0*161

Apr 18, 2002@2:03:01

Build Distribution Date:

Instal ling Routines:

Mar 27, 2002

Apr 18, 2002@2:03:04

Installing Data Dictiona

ries:

Apr 18, 2002@L2: 03: 06

Instal ling Data:

Apr 18, 2002@2: 03: 06

Instal i ng PACKAGE COVPONENTS:

Installing SECURI TY KEY
Installing | NPUT TEMPLAT
Installing MAIL GROUP

nstal | i ng PROTOCOL

Located in the I B (I NTEGRATED BI LLI NG
Located in the | B (I NTEGRATED BI LLI NG
Located in the I B (I NTEGRATED BI LLI NG
Located in the I B (I NTEGRATED BI LLI NG
Located in the I B (I NTEGRATED BI LLI NG
Located in the | B (I NTEGRATED BI LLI NG
Located in the I B (I NTEGRATED BI LLI NG
Located in the | B (I NTEGRATED BI LLI NG
Located in the I B (I NTEGRATED BI LLI NG
Located in the | B (I NTEGRATED BI LLI NG
Located in the I B (I NTEGRATED BI LLI NG

Instal ling LI ST TEMPLATE

Instal ling OPTION

Apr 18, 2002@2:03: 15
Runni ng Post-Install Routine: ~lBCl POST

Updating Routine file...

The foll ow ng Routines were created during this install:

| BXSC3

| BXSC31
| BXSC310
| BXSC311
| BXSC32
| BXSC33
| BXSC34
| BXSC35
| BXSC36
| BXSC37
| BXSC38
| BXSC39
| BXSC6

| BXSC61
| BXSC610
| BXSC611
| BXSC612
| BXSC613
| BXSC614
| BXSC615
| BXSC62
| BXSC63
| BXSC64
| BXSC65
| BXSC66
| BXSC67
| BXSC68
| BXSC69
| BXSC7

| BXSC71
| BXSC710
| BXSC711

E
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| BXSC712
| BXSC713
| BXSC714
| BXSC715
| BXSC716
| BXSC717
| BXSC718
| BXSC719
| BXSC72
| BXSC720
| BXSC721
| BXSC722
| BXSC73
| BXSC74
| BXSC75
| BXSC76
| BXSC77
| BXSC78
| BXSC79

Updating KIDS files...

I B*2.0*161 Installed.
Apr 18, 2002@L2:03: 17

Install Conpl eted
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VistA Step 2 —Extract Files
Build the ClaimsManager NPT file and the Payor file

Thesefilesareinitial data extract files from VistA that should get created upon the ClaimsManager
system installation and initialization. A new sub-menu option has been added to the System Manager’s
Integrated Billing Menu called Extract Data Files for ClaimsManager.

The ClaimsManager NPT file is also known as the New Patient History file. The name of this menu
option isIBCI CLAIMSMANAGER NPT FILE. The menu text that gets displayed within amenu is
Create ClaimsManager NPT File. This extract procedure will examine all bills within the last three
years. It will extract those bills for which avalid HCFA Specialty code exists. The data elementsin this
file are patient SSN, HCFA Specialty code, and date of service.

The ClaimsManager Payor file is created through the use of the menu option named IBCI
CLAIMSMANAGER PAYOR FILE. The menu text that gets displayed within amenu is Create
ClaimsManager Payor File. This extract procedure will ssimply extract valid data from the VistA
Insurance Company File (#36). The data elements extracted are the unique identifier and the Insurance
Company name.

Sel ect System Manager's Integrated Billing Menu Option: CLA Extract Data Files
for C ai neManager

<TEST ACCOUNT> NPT Create C ai msManager NPT File
<TEST ACCOUNT> PAY Create C ai nrsManager Payor File

Sel ect Extract Data Files for C ai nsManager Option: NPT Create C ai nsManager
NPT File

This option is responsible for creating the NPT file
(New Patient History) for the C ai nsManager application from | ngeni x.

A 3 year history is needed so this option will extract clains data
from APR 26, 1998 through APR 26, 2001.

This process may take several mnutes.

Do you wi sh to proceed? NO/

Figure 7
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The preceding figure showed the menu option and the beginning screen of the NPT file creation option.
The following figure shows the menu option and the beginning screen of the Payor file creation option.

Sel ect System Manager's Integrated Billing Menu Option: CLA Extract Data Files
for C ai neManager

<TEST ACCOUNT> NPT Create C ai msManager NPT File
<TEST ACCOUNT> PAY Create C ai nrsManager Payor File

Sel ect Extract Data Files for C ai nsManager Option: PAY Create C ai nsManager
Payor File

This option is responsible for creating the Payor File

for the d ai nsManager application fromlngenix. This

is alisting of the Insurance Companies that are currently
stored in VistA

Do you wish to proceed? NO/

Figure 8

Both of these files can be created and saved in any valid directory location. Read the information on the
screens and access the on-line help for more information. These fileswill ultimately need to be
imported into ClaimsManager so decide beforehand the method you want to use to facilitate this. You
may choose to create these files such that they are accessible to ClaimsManager over the network or you
may want to manually move these files to the ClaimsM anager server after they have been created.
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VistA Step 3—Import Data
Import these two files into ClaimsManager

Log into ClaimsManager and go into the Utilities main menu option. Select Import Data and then either

New Patients (NPT) or Payors depending on which file you are importing. The following two figures
are ClaimsManager screens.

Vwew Help

- Rules Creation Manager
- Security
- Claimztd anager
- Enowledge Baze
- b anitar
- Lltilities
E| Import Data
. - Palients

r
[ - - |

e Patients (MPT)
Providers
& Archive
Ready

Fiaure 9

Y ou must double-click on either New Patients (NPT) or on Payors. Upon doing so, ClaimsManager will
ask for the location and filename of the ClaimsManager import file.

Ipport WEPT Data

Irmpart |
Filz Name:l
Cahcel |

Figure 10
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VistA Step 4 — Assign ClaimsM anager Bill Option
Identify appropriate users and add this option to their menus

One option is being released as a stand-alone option. It isnot being released as an item in any parent
menu. The name of this option isIBClI ASSIGN CLAIMSMANAGER BILL and the menu text display
is“Assign ClaamsManager Bill”. This option will be used primarily by codersto re-assign a
ClaimsManager bill back to the billers. However, the use of this option is not restricted in any way to
just coders. The users who will use this option are those users who do not typically have access to the IB
functions or options and who may get bills assigned to them to resolve ClaimsManager errors.
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VistA Step 5— Parameters
Modify the IB Site Parameters file to include the ClaimsManager information

In order to modify the IB Site Parameters, you must have access to the option IBJMCCR SITE
PARAMETERS (the menu display nameis MCCR Site Parameter Display/Edit). From the main MCCR
Site Parameter screen, please choose to edit the IB Site Parameters.

The ClaimsManager parameters exist as parameter set number 16. They are shown in figure 11 on the
following page.

In order for VistA to know about ClaimsManager and in order for any ClaimsManager processing to
occur, the “ Are we using ClaimsManager?’ parameter must be set to YES.

The “Is ClaimsManager working OK?” parameter existsin order to temporarily disable the
ClaimsManager interface in the event of system problems or other problems of unknown origin. When
thisis set to NO, bills may be immediately authorized without going through the ClaimsM anager
process. Later on, they may be re-sent through the interface process.

The ClaimsManager TCP/IP Address and TCP/IP Ports must match those that were configured during
the set-up of the ClaimsManager Monitor process.

The mail groups associated with this interface should be those that came with the interface software.
The names are listed below. The coordinator of these mail groups is responsible for populating them.

The MailMan Messages item simply controls whether the MailMan messages that get created and sent
when auser is assigning a bill to another user are Priority messages or Normal messages.
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IB Site Paraneters Apr 23, 2001@2:41:24 Page: 4 of

Only authorized persons may edit this data.
+

[16] Are we using O ai nsManager? : YES
I's C ai msManager working OK? : YES
Cl ai nsManager TCP/ 1P Address : 10.17.1.234
Cl ai nsManager TCP/ 1P Ports : 10040
10050
10060
10070
10080
General Error Mil G oup : I BCl CGENERAL ERROR
Conmruni cation Error Mil Group: |1BCI COVMUNI CATI ON ERROR
Mai | Man Messages : PRRORITY

Enter ?? for nbre actions
EP Edit Set EX Exit Action
Sel ect Action: Qit//

Figure 11
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VistA Step 6 — Security Keys
Identify appropriate users and allocate the ClaimsManager security keys.

The following security keys have been defined for this interface project.
Security Key: “I1BCI CLAIMSMANAGER OVERRIDE”

The purpose of this Security Key isto allow the user that possesses this key to override the
ClaimsManager errors and authorize the bill in spite of the errors found by ClaimsManager.

Of course, the act of authorizing a bill which has ClaimsManager errors eliminates the effectiveness and
usefulness of the ClaimsManager product. Therefore, this key should not be given to everyone.

Security Key: “I1BCI CM MULTIPLE CLAIM SEND”

The purpose of this Security Key isto allow access to the ClaimsManager Multiple Claim Send option.
This option is used to send severa claimsto ClaimsManager at onetime. The claimsthat arelisted in
this option are claims that previously skipped the ClaimsManager Interface process due to
communication failures or other system problems.

Security Key: “1BClI CLAIMSMANAGER ASSIGN”

This Security Key is only used in the Assign ClaimsManager Bill option. Users who possess this key
may assign any editable ClaimsManager bill to someone else. Users who do not possess this key may
only assign those bills that are currently assigned to them.
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